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School Competition! 

Your task for this Safer Internet Day is to write your own safer inter-

net story! Read the story of ‘Digi Duck.’ 
 

The aim of your story is to teach other children how to be safe online. Make sure your 

story has illustrations! 

 
Mrs Martin and Miss Bailey will choose our favourite story from each year group. We will 

then get them printed as a book for the library and every classroom. 

Your story will also be put on our school website and twitter page. 

 
Please make sure your stories are sent to your class teacher by Friday 





































Safer internet day is a day celebrated across the globe in over 170 countries, with thousands of children joining in across 

the UK. 

It’s a day when we celebrate all the great things about being online and remind ourselves how we can stay safe. 



This year for Safer Internet Day we are looking at trust online. Let’s have a think, what is trust?  
 

 Trust is when we have a strong belief  that someone or something is honest and tells the truth. For example, you might 

trust your teacher is telling the truth when they say that you have a school trip coming up, but you might not trust your 

little sister is telling the truth when she is covered in chocolate and says she didn’t eat the last chocolate bar! 



We are now going to play a game called ‘Trust it or Check it?’ You will see an example of something you might see 

online. I would like you to have a think about whether you would trust it, or not trust it and check with an adult. I will be 

asking for your thoughts on each example. 

  

We will also be looking at how seeing each of these examples online might make us feel.  



If  you saw this trade in an online game would you trust it or check it? 

 

  This looks like someone is trying to make an unofficial trade. Agreeing on a trade should always be done using the offi-

cial trading system in the game - this will make sure it is safe and trustworthy. Make sure that you feel the trade is fair be-

fore accepting.  

 



If  you saw this advert online would you trust it or check it? 

  
It can be tricky to tell if  an online advert is trustworthy or not. It’s always best to check and if  you weren’t sure, you could 

look up the advert separately online and speak to an adult you trust about whether it’s real or not. 

  
How would seeing something like this make you feel? 
  



If  you saw this chain message online would you trust it or check it? 

   
It can be worrying if you receive a chain message. It’s important to remember that these are not true. However, if you are 

worried by what you have read or seen it’s always good to talk to an adult you trust. It’s best not to share these on as 

this might cause more people to worry. 

  
How would seeing something like this make you feel? 



If  you saw this news headline online would you trust it or check it? 

  
This example looks like it could be a joke. People usually share jokes to make people laugh. They tend to be very exag-

gerated, or they can be sarcastic (saying one thing, but meaning the opposite) and might even be trying to make fun of 

something or someone. It’s important to read past the headline and look at who it is written by. 

  
How do you think seeing something like this would make you feel? 



If  you saw this competition online would you trust it or check it? 

   
It can be really tempting to enter competitions online and sometimes they are genuine, and you can win some great priz-

es! It can be helpful to think to yourself that if  something seems too good to be true online, it probably isn’t true. This 

might be an example of ‘phishing.’ It’s probably trying to collect personal information such as usernames and emails to 

gain access to people’s accounts. Be careful about sharing personal information online and always check with an adult 
before entering any competitions. 

  



If  you saw this video online would you trust it or check it? 

 

Remember that just like photos, videos can be edited too. You also might not be given all the correct information. In this 

example, where it says ‘first time trick shot’, this probably isn’t true and more than likely took a lot of  time and effort. 

  
How would seeing something like this make you feel? 



If  you received this message online would you trust it or check it? 

  
Make sure you always keep your personal information safe online. If  a stranger online asks to meet up, for any personal 

information or for pictures or videos it is really important not to share any of these and to tell an adult you trust straight 

away. They can help you and make sure the correct action is taken, like blocking the user so they can’t contact you again 

and making a report. 
  
How would seeing something like this make you feel? 



There are lots of  things you can do to help, but most importantly, make sure you talk to an adult you trust for help. This 

could be an adult at school or at home. 

  

Remember, there is lots of  information when you go online, some true, some not. Use the advice from this assembly to 

help you decide and to make sure you keep yourself  and others safe when online. 



Plot Digducks feelings throughout the story on the graph below.  
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Retell the story of Digiduck on the story board.  

 

 



What would you tell Digiduck to do?  

 

  



Promise Tree 

• With someone at home, write a list of ‘promises’ that you’re going to do whilst you’re on the 

internet. Think about things you should do as well as things you shouldn’t, for example: I will 

always tell my parents if  I don’t feel safe. 

• For your promise tree, you could either draw a tree, or make one! There are some pictures be-

low to give you an idea. 

• Each leaf has a different promise on it. 



For Parents 
• The Safer Internet Day website has a range of resources that can be used at home to support 

your child when staying safe online.  https://www.saferinternetday.org/  

 

• Net aware has a guide to social media. It has explanations of each app, what it is to be used for, 

some of the dangers and how to make sure your profile is private, how to block and delete peo-

ple etc. https://www.net-aware.org.uk/ 

 

• Childnet has advice and resources for parents to use with children at home. https://

www.childnet.com/  

 

• Think u know has advice and resources for parents to use with children at home. https://

www.thinkuknow.co.uk/parents/support-tools/home-activity-worksheets/  

 

• It can be hard to know how to talk to your child about online safety. From setting up parental 

controls to advice on  online games and video apps, NSPCC can help you to understand the risks 

and keep your child safe. https://www.nspcc.org.uk/keeping-children-safe/online-safety/  

 

• On the UK Safer Internet Centre website, you can find online safety tips, advice and resources to 

help children and young people stay safe online. https://www.saferinternet.org.uk/  

Make sure you’ve 

read our school E-

Safety policy! 
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